Completing a Patient Safety Report in JPSR

1. Click on ‘Joint Patient Safety Rerporting’ in the Quick Links on the intranet homepage

2. Authenticate your PIV card.

MANDATORY DOD NOTICE AND CONSENT BANNER
You are accessing a U.S. Government (USG) Information System (IS) that is provided for USG-authorized use only.

By using this IS (which includes any device attached to this IS), you consent to the following conditions:

« The USG routinely intercepts and monitors communications on this IS for purposes including, but not limited to, penetration testing, COMSEC monitoring, network operations and defense, personnel misconduct (PM), law enforcement (LE), and

counterintelligence (CI) investigations.
« Atanytime, the USG may inspect and seize data stored on this IS.

« Communications using, or data stored on, this IS are not private, are subject to routine monitoring, interception, and search, and may be disclosed or used for any USG-authorized purpose.

« This IS includes security measures (e.g., authentication and access controls) to protect USG interests not for your personal benefit or privacy.

¢ Notwithstanding the above, using this IS does not constitute consent to PM, LE or Cl investigative searching or monitoring of the content of privileged communications, or work product, related to personal representation or services by

attorneys, psychotherapists, or clergy, and their assistants. Such communications and work product are private and confidential. See User Agreement for details.

Click ‘OK’

& U.S. Department of Defense iDENTITY
; oqe o . AUTHENTICATION
\&); Military Health System SERVICES
This Website has been Public Key Enforced
“ Please click on "CAC/PIV Access" below to access the application using your DoD Common
Access Card (CAC), Department of Veterans Affairs (VA) Personal Identification Verification

nnn (PIV) card, or DoD Approved ORC or IdenTrust External Certificate Authority (ECA)

PKE certificate.

Make sure that your DoD CAC, ECA or VA PIV is inserted into the CAC/PIV reader so that
your identity certificate is available to the web browser.

If you need to update your Enterprise Profile click
the link below:

» Update your Enterprise Profile

Authenticate with your De® A PIV or ECA certificate:

This is a web site of the Military Health System - The Pentagon, Washington, D.C. 20301-1200
For Help, please contact MHS Helpdesk. For Official Use Only.

Click the green PIV Access button.
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U.S. Department of Defense iDENTITY

Sne : AUTHENTICATION
g7 Military Health System SERVICES
This Website has been Public Key Enforced
& Please click on "CAC/PIV Access" below to access the application using your DoD Common
Access Card (CAC), Department of Veterans Affairs (VA) Personal |dentification Verification

[OI) (PV)card, or DoD Approved ORG or IdenTrust External Certiicate Authority (ECA) Select the certificate you normally select when
PKE certificate.

indows Securi = C 3 1 i
Make s Windews Security C/PIV reader so that authentlcatlng your PIV, then CIle ’OK.’

your id
If you receive an error message, re-try using the opposite certificate.

~

Select a Certificate

If you need to update your Ente == Reporter’s Name ECA certificate:
the link below:
R o Issuer: Veterans Affairs User CA B1

Valid From: 10/13/2015 to 8/6/2018

Reporter’s Name

Issuer: Veterans Affairs User CA B1
Valid From: 10/13/2015 to 8/6/2018

lick her: vi ifi It
" ActivClient Login 2 %= |
Actividentity
ActivClient c 1 ’
Enter your PIV number and click 'OK.
P PIV information is NOT maintained and is only needed for entering a secure system.
PIN
ok | cancel |
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Joint Patient Safety Reporting

Please select the agency where the patient safety event o @.

Click on the VA icon.

Transportation Command
Department of Defense Patient Movement k Department of Veterans Affairs )

(Not for VA use)
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3. Fill in the requested information.

Reporter detail
Staff type initiating the repot? *

Details of person reporting the event.

Reporter Clear Section
Last Name [ ]

[Frst Narmse

E-mail

If you wish to receive an é-mail confirmation please enter your
work (Lgow) e-mail address here.

When did the event ocour?
* Event date (asddinoy) | L']
e Event tirme (kh:sm) . . . 0
b — : A * indicates a required field.
Where did the event occur? e Type MEM in ‘Campus ‘and select ‘Memphis VAMC’
B SR MEM ¥ d th 3 fields will I
e e e e e and the next 3 fields will auto-populate.
# VA Medical Center S e [f the event involves a patient, additional information
* VISH . will be requested. The ‘Veteran Number’ is the last 4 of
% Department of Veterans Affairs * the SSN.
#* Department,/Service Line -
# Clinig/Unit »
% LLocation Type x
Was the patient in transit? -

What were the details of the event?
Angwiring Yes o marking the chackbo in this section will open additional sections on the form.

* Event description

Enlu"l'ad:. nat upiiuns Enter details that will help the
understand the event. Do NOT enter names of
pm;ﬂnu'nll'uridmlifyhg information.

* Was this a patient safety event or a near miss/'dose call? Patient Safety Event

L e P 'E"m"'m“’"“'m' B If a patient was involved, please provide the following:
throusgh Intervention. Such events have also been

referred to as r miss” incidents.

e Veteran Name

W 5 patisnt invohesd? v —
Anmeﬁﬂgﬁshﬂﬂsqu&stbnwilnwammhnhr L4 DOB

entering paticnt
The ‘Veteran Number’ is the last 4 of the SSN.

Are there by documents b Be aftechesd bo this recond?

DO MOT PRINT! All information i subject b the Privacy Act of 1074, 5 USC 552 and 10 USC 1102. This 5 3 probected quismyraesn

'I'Iudocm records and other information contained herein, which resulted from the Improvement patient saf uss, ang confidential and privileged under the provisions of 38 1.5.C 5705, and s implementing dammmﬂcmbvmdwod!p
Mwnaﬁmﬂﬁuwwﬂndfnrblmwhm hmmpmﬂshﬁmupms?ﬂ&fwnﬁmmdnxlwm o
"JPSR

4. Click ‘SUBMIT’ to complete the process! Cance]

If you have any questions, please contact the Patient Safety office at extension 5816 or 6393.



